
 

 

DAFTAR PUSTAKA 
 

BPPTIK (2022) Jenis-Jenis Serangan Siber di Era Digital, BPPTIK. 

BSSN (2023) LANSKAP KEAMANAN SIBER INDONESIA. 

Cambridge (2024) Framework, 

https://dictionary.cambridge.org/dictionary/english/framework. 

Collins (2024) Framework, 

https://www.collinsdictionary.com/dictionary/english/framework. 

Costaner, L. dan Musfawati, dan (2020) ANALISIS KEAMANAN WEB SERVER 

OPEN JOURNAL SYSTEM (OJS) MENGGUNAKAN METODE ISSAF 

DAN OWASP (STUDI KASUS OJS UNIVERSITAS LANCANG KUNING). 

Coventry University (2024) Information System Security Assessment Framework 

(ISSAF), https://www.futurelearn.com/info/courses/ethical-hacking-an-

introduction/0/steps/71521. 

Dasmen, R.N. dkk. (2023) “PENGUJIAN PENETRASI PADA WEBSITE 

ELEARNING2.BINADARMA.AC.ID DENGAN METODE PTES 

(PENETRATION TESTING EXECUTION STANDARD),” Jurnal 

Komputer dan Informatika, 11(1), hlm. 91–95. Tersedia pada: 

https://doi.org/10.35508/jicon.v11i1.9809. 

Fatihah, A. dan Dinarto, P. (2024) “Analisis Keamanan Aplikasi Website 

Menggunakan Metode Penetration Testing Berdasarkan Framework ISSAF 

Pada Perusahaan Daerah XYZ,” INNOVATIVE: Journal Of Social Science 

Research, 4, hlm. 4536–4549. 

Forbes-Mewett, H. dan Nguyen-Trung, K. (2019) “Defining Vulnerability,” dalam 

Vulnerability in a Mobile World. Emerald Group Publishing Ltd., hlm. 5–

27. Tersedia pada: https://doi.org/10.1108/978-1-78756-911-920191004. 

Hamka C. A, Sajati H. dan Indrianingsih Y (2014) SISTEM KEAMANAN JAIL 

BASH UNTUK MENGAMANKAN AKUN LEGAL DARI KEJAHATAN 

INTERNET MENGGUNAKAN THC- HYDRA. 

Kakarla, T., Mairaj, A. dan Javaid, A.Y. (2018) “A Real-World Password Cracking 

Demonstration Using Open Source Tools for Instructional Use,” dalam 

IEEE International Conference on Electro Information Technology. IEEE 

Computer Society, hlm. 387–391. Tersedia pada: 

https://doi.org/10.1109/EIT.2018.8500257. 

Mozilla Developer Network (2024) What is the difference between web page, 

website, web server, and search engine?, https://developer.mozilla.org/en-

US/docs/Learn/Common_questions/Web_mechanics/Pages_sites_servers_

and_search_engines. 

Murgia, Y., Delgado, J. dan Giacomini, M. (2024) “Developing an Open-Source, 

User-Friendly, OWASP-Compliant Architecture for Healthcare Web 

Application Testing,” Studies in health technology and informatics, 316, 

hlm. 1209–1213. Tersedia pada: https://doi.org/10.3233/SHTI240628. 

Noval, M. dkk. (2024) ANALISIS KEAMANAN WEB SMAN 1 WANAYASA 

MENGGUNAKAN SQLMAP DENGAN METODE PENETRATION 

TESTING EXECUTION STANDARD (PTES). 

Oreku, G.S. (2022) “A Study of Online Database Servers: The Case of SQL - 

Injection, How Evil that could be?,” Asian Journal of Research in Computer 



 

 

Science, hlm. 198–211. Tersedia pada: 

https://doi.org/10.9734/ajrcos/2022/v14i4304. 

Prasetyo, S.E. dan Hassanah, N. (2021) Analisis Keamanan Website Universitas 

Internasional Batam Menggunakan Metode ISSAF. 

Priyawati, D., Rokhmah, S. dan Utomo, I.C. (2022) Website Vulnerability Testing 

and Analysis of Internet Management Information System Using OWASP, 

International Journal of Computer and Information System (IJCIS) Peer 

Reviewed-International Journal. Tersedia pada: 

https://ijcis.net/index.php/ijcis/index. 

Rafeli, A.I., Seta, H.B. dan Widi, W. (2022) “Pengujian Celah Keamanan 

Menggunakan Metode OWASP Web Security Testing Guide (WSTG) pada 

Website XYZ.” 

Saraswati, D. (2016) “STUDI TENTANG REPRESENTASI GENDER DALAM 

JABATAN STRUKTUAL PADA PEMERINTAH KOTA 

BALIKPAPAN,” 4(1), hlm. 177–188. 

Sutanti, A. dkk. (2020) “RANCANG BANGUN APLIKASI PERPUSTAKAAN 

KELILING MENGGUNAKAN PENDEKATAN TERSTRUKTUR,” 

Jurnal Ilmiah Komputer dan Informatika (KOMPUTA), 9(1). 

Syafaat, A. (2024) IDENTIFIKASI KERENTANAN KEAMANAN PADA WEBSITE 

FAKULTAS ILMU KOMPUTER UNIVERSITAS SUBANG 

MENGGUNAKAN METODOLOGI OWASP. Tersedia pada: 

http://ejournal.unsub.ac.id/index.php/Fasilkom. 

Tahir, M. dkk. (2024) Analisis Kerentanan Keamanan Website Menggunakan 

Metode PTES (Penetration Testing Execution And Standart). Tersedia pada: 

https://journal.fkom.uniku.ac.id/ilkom. 

Umar, R., Riadi, I. dan Wicaksono, S.A. (2024) “APPLICATION OF OWASP ZAP 

FRAMEWORK FOR SECURITY ANALYSIS OF LMS USING 

PENTEST METHOD,” JITK (Jurnal Ilmu Pengetahuan dan Teknologi 

Komputer), 10(2), hlm. 224–230. Tersedia pada: 

https://doi.org/10.33480/jitk.v10i2.5534. 

Utoro, S. dkk. (2020) Analisis Keamanan Website E-Learning SMKN 1 Cibatu 

Menggunakan Metode Penetration Testing Execution Standard. 

Vats, P., Mandot, M. dan Gosain, A. (2020) “A Comprehensive Literature Review 

of Penetration Testing Its Applications,” dalam ICRITO 2020 - IEEE 8th 

International Conference on Reliability, Infocom Technologies and 

Optimization (Trends and Future Directions). Institute of Electrical and 

Electronics Engineers Inc., hlm. 674–680. Tersedia pada: 

https://doi.org/10.1109/ICRITO48877.2020.9197961. 

Zein, A. (2022) “EVALUASI KEAMANAN WIRELESS LAN 

MENGGUNAKAN ISSAF (INFORMATION SYSTEM SECURITY 

ASSESSMENT FRAMEWORK).” Tersedia pada: 

https://doi.org/10.37277/stch.v32i2. 

  


